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Cloud computing describes the pool of shared resources that can be accessed remotely. Cloud
security plays an important role in cloud computing. Data encryption is the technique of cloud
security that converts data into a distinct form or code so that it can only be read by people with
access to a secret key or password, In this research we proposed hybrid security framework . In
this framework we used both cloud encryption algorithms and sorting algorithms. In the first
phase we used sorting algorithms such as insertion sort, quick sort and merge sort algorithms
based on the volume of elements input to secure cloud data. According to the performance
graph the merge sort showed the least time consuming. Generally, standard 3DES, AES2 and
RSA algorithms are used for text message transmission in encryption or decryption techniques
In the second phase, we analyzed the effectiveness of 3DES, RSA and AES2 encryption al-
gorithms for the input of different data sizes. AES2 showed the lowest time at each moment.
Based on the AES2 algorithm and the Merge sort algorithm the new hybrid algorithm frame
work is proposed. This frame work can be applied to enhance the cloud information safety.
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